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CUKUROVA UNI. UYGULAMA DERSI
ISTENEN EVRAKLAR:

Kimlik fotokopisi, Bir adet fotograf

Tek Hekim Raporu veya aile hekiminde alinan saglk raporu.( ekinde
hepatit markir sonuclari ve akc grafisi raporu olacak. Markirlar disiikse
asl kartinin fotokopisi)

2 Adet seffaf dosya, 1 adet kapakli mavi dosya

Ogrenciler Staja baslamadan 6nce GiZLILIK SOZLESMESINi okuyup
imzalamakla kurumumuzun istedigi evraklari tamamlamakla ytukimlidar.
Tim evraklar hazirlanip staj baslamadan 6nce toplu olarak uygulama
dersi sorumlulan tarafindan egitim birimine toplu olarak teslim
edilecektir. Eksik evrak getiren 6grenci staja kabul edilmeyecektir.
Radyoloji 6grencileri icin dozimetri zorunludur.

ILETiISiIM BILGILERI
ADRES: YENiI BARAJ MAH. HACI OMER SABANCI BLV. 01330 SEYHAN
JADANA
E-POSTA:adanadhs6@saglik.gov.tr
WEB-SITE: seyhandh.saglik.gov.tr
TLF: 0322 225 93 29 -36 (Dahili: 2206)
FAX: 0322 225 37 58




KLVZ-EK-12 PERSONEL GiZLIiLiK SOZLESMESI

Bu sozlesme ....... Il ...... I 20..... tarihinde, agagida yer alan hiikiimler gercevesinde, (T.C.
Saghk Bakanhgi ....... Genel Mudiirlagii / ...... Kurumu/.....Il Saghk Mudiirligii) (KURUM) ile agsagida
kimlik bilgileri yazili kisi (Personel) arasinda akdedilmistir.

1. TANIMLAR:
Kuruma Ait Gizli Kalmasi Gereken Bilgiler:

1.1 13/05/1964 tarihli ve 6/3048 sayili Bakanlar Kurulu karari ile yartrlige konulan “Gizlilik
Dereceli Evrak ve Gerecin Guvenligi Hakkindaki Esaslar” ile tanimlanmis ve usuline uygun olarak
etiketlenmis olan COK GIZLI, GIZLI, OZEL ve HIZMETE OZEL gizlilik derecesindeki her tirll veri, bilgi ve
belge.

1.2 Kurum tarafindan islenen (24/03/2016 tarihli ve 6698 sayili Kisisel Verilerin Korunmasi
Kanunu ile tanimlanan) kisisel veriler ile (21/06/2019 tarihli ve 30888 sayili Kisisel Saglik Verileri Hakkinda
Yonetmelik ile tanimlanan) kisisel saglik verileri.

1.3 Bakanliga/Kuruma veya hizmet sunulan birime ait 6zel sirlar, mali bilgiler, galisan bilgileri,
sistem bilgileri ve c¢aligilan slre iginde derlenen tim bilgiler, materyaller, programlar ve dokimanlar,
bilgisayar sistemleri igerisinde saklanan veriler, donanim/yazilim ve tim diger dizenleme ve uygulamalar
ile personelin galisma suresi igcerisinde yapmis oldugu isler.

1.4 Aciklanmasi halinde kisi ve kurumlara maddi veya manevi zarar verme ya da herhangi bir kisi
veya kuruma haksiz yarar saglama ihtimali bulunan her tirlu bilgi ve belge.

2. YUKUMLOULUKLER:

2.1 Personel, kuruma ait gizli kalmasi gereken bilgilerin korunmasi igin asagidaki kurallara
uyacaginin beyani olarak bu s6zlesmeyi imzalar.

2.2 Personel, Saglik Bakanhgi Bilgi Guvenligi Politikalar Yoénergesi ve Bilgi Glvenligi Politikalari
Kilavuzunda yer alan kosullara uygun hareket eder.

2.3 Personel, Kurum tarafindan dizenlenen bilgi giivenligi farkindalik egitimleri ile kisisel verilerin
korunmasina iligkin egitimlere katilir ve bu egitimlerde anlatilan hususlara riayet eder.

2.4 Personel, bu sdzlesme hikimlerine uygun davranmaktan, ihlali halinde ise Bakanlida,
Kuruma ve Uglncl kisilere verecegi her tirli zarardan sorumludur. Sézlesmenin ihlal edilmesi sonucu
dogacak tim hukuki ve cezai sorumluklari pesinen kabul eder.

2.5 Personel, Kurumda uygulanmakta olan Bilgi Glvenligi Yonetim Sistemi (BGYS) kapsaminda
yayimlanmis politika, prosedir, sire¢ ve sozlesmelere uygun davranir. Bahse konu dokimanlarda
belirtilen hususlar yerine getirir.

2.6 Personel, Kurum tarafindan kendisine teslim edilmis veya erisim yetkisi verilmis olan gizli
kalmasi gereken bilgileri, sadece gorevi ile ilgili igler icin kullanir. Bu bilgileri kendi gizli bilgisi gibi korur ve
bilmesi gereken yetkili kisiler haricinde, hi¢ kimse ile paylasmaz. Personel, bilgi paylasabilecegi kisiler
konusunda tereddutte kalirsa, bilginin sahibi olan veya sireci yoneten birim ile irtibata gegerek bu bilgileri
kimlerle paylasabilecegini teyit eder.

2.7 Personel, 6zel olarak yetkilendirildigi durumlar disinda, hizmet verilen taraflarin yetkilileri de
dahil olmak Uzere yetkisi olmayan higbir kimse ile gizli kalmasi gereken bilgileri paylasmaz. Yetkisi
olmadigi halde, bulundugu goérev ve makami kullanarak kendisinden bu bilgileri talep eden Kkisileri,
yoneticisine bildirir.

2.8 Personel, gizli kalmasi gereken bilgileri higbir kisi, grup, kurum veya kurulusun menfaati igin
kullanamaz.

2.9 Personel, gorevi ile ilgili olsun veya olmasin, edindigi ve gizlilik arz eden her tarla bilgiyi sir
olarak saklamak ve bunlari tgtinci kisiler ile higbir sekilde paylasmamakla ylikimlididr. Bu yikimlalik,
personelin Kurum ile iliskisinin sona ermesi halinde de siiresiz olarak devam eder.
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2.10 Personel, gorevi nedeniyle edindigi gizli bilgiler hakkinda, yasal zorunluluklar ve kurum
tarafindan resmi olarak izin verilmesi halleri disinda yazili veya sézll agiklama yapamaz.

2.11 Personel, gorevi kapsaminda erisim hakkinin bulundugu sistemleri ve bilgileri, yetkisi icinde ya
da yetkisini asarak kendisine veya bir bagkasina ¢ikar saglamak amaciyla kullanamaz.

2.12 Personel, Kurumun bilgisi veya onayi disinda, proje ve faaliyetlerde kullanilan veriler ve
sistemler Gzerinde, gorevin gerektirdidi is ve islemler disinda degisiklik yapamaz.

2.13 Personel, hangi amagla olursa olsun gorevi kapsaminda edindigi bilgileri, proje ve faaliyetlerde
kullanilan gesitli sekillerde (basil, dijital, manyetik vb.) bulunabilecek olan verileri yetkisiz ve izinsiz olarak
kullanamaz, kopyalayamaz, tagsiyamaz ve aktaramaz.

2.14 Personel, Kurum tarafindan kendisine verilen bilgisayar, tablet, telefon, tasinabilir medya gibi
cihazlar sadece goreve yonelik, kurumsal faaliyetler i¢in kullanir. Yurutllecek adli ve idari sorusturmalar
kapsaminda olmak sartiyla, s6z konusu cihazlar ve personelin bakanlik bilisim sistemleri izerinde yapmis
oldugu islemler, personele ayrica herhangi bir bilgilendirme yapilmaksizin kontrol edilebilir. Bu cihazlarda,
kurumun bilgisi disinda hi¢gbir mekanik ya da yazilimsal yapilandirma degisikligi yapamaz.

2.15 Personel, sistemlere erisim icin kullandigi kullanici adi/parolay higbir sekilde bagkalari ile
paylasmaz. Parolasinin gizli kalmasi igin gereken tim tedbirleri alir. Kurumdan ayrilmasi halinde kullanici
adi/parolayi iptal ettirir. Kullandigi bilgisayar ve/veya diger veri depolama ortamlarina olusturdugu veri, bilgi
ve belgeler dahil tim belgeleri, cihazlari ve ofis malzemelerini eksiksiz olarak ilgilisine teslim eder ve
bunlarin kopyasini alamaz.

2.16 Personel, Bakanlk ve/veya Kurum sunucular Gzerinden kendisine tahsis edilen e-imza/mobil
imza, kullanici adi/parola ve/veya IP/MAC adresini kullanarak gergeklestirdigi her tlrll etkinlikten, kurum
bilisim kaynaklari kullanilarak olusturdugu ve/veya kendisine tahsis edilen kurum bilisim kaynagi Uzerinde
bulundurdugu her tirli icerikten (belge, dokiiman, yazilim vb.) sorumludur.

2.17 Personel, 5651 sayili kanun geregi tutulmasi gereken kayitlara ilave olarak; Kurum tarafindan
uygun gorilen diger sistemlerin, uygulamalarin, kullanici islemlerinin, bilgi sistem agindaki verilerin ve veri
akisinin iz kayitlarinin hukuki ve idari sireglere kaynak teskil etmesi ve sistemlerin glvenli bir sekilde
isletiimesi amaciyla tutulabilecegini pesinen kabul eder.

2.18 Bakanlik/Kurum tarafindan kisilere tahsis edilen *@saglik.gov.tr uzantili kurumsal ve tiizel
e-posta hesaplari sadece goérevle ilgili kurumsal faaliyetler igin kullanilir. Yuratilecek adli ve idari
sorusturmalar kapsaminda olmak sartiyla, s6z konusu e-posta hesaplari, personele ayrica herhangi bir
bilgilendirme yapilmaksizin kontrol edilebilir. Personel, kendi hesabi kullanilarak gonderilen tim
e-postalardan kisisel olarak sorumludur.

2.19 Kuruma ait gizli kalmasi gereken bilgiler, veri aktarimi vb. maksatlarla gegici sure igin olsa dahi
Bakanligimiz kontrolinde olmayan depolama alanlarinda (Google Drive, iCloud, Yandex Disk, We
Transfer, Rapid Share vb.) bulundurulamaz. Bu bilgiler mobil uygulamalar (WhatsApp, Massenger, Line,
Viber, Telegram, WeChat, Skype, SnapChat vb.) ve sosyal medya platformlar (Facebook, Youtube,
Instagram, Twitter, Linkedin vb.) Gzerinde islenemez. Personelin sahsi e-posta hesaplar (*@gmail.com,
*@yandex.com vb.) Gzerinden aktarilamaz.

2.20 Personel, sosyal medya hesaplarini kullanirken gorevinin gerektirdigi dikkat ve 6zeni gosterir.
Kurumlari ve kisileri zor durumda birakabilecek paylasimlarin yapiimasindan kaginilir.

2.21 Kisinin kendi kusuru nedeniyle parolasinin ifsa olmasi durumunda, baskasi tarafindan
yapilmis olsa dahi, personele teslim edilen kullanici adi ve parolalar ile yapilan is ve islemlerden sahsen
sorumludur.

2.22 Bilgi guvenligi ihlal olaylari vakit gegiriimeksizin Bakanlik tarafindan isletilen ihlal bildirim
sistemine (https://bilgiguvenligi.saglik.gov.tr/Home/OlayBildir ) girilir.

2.23 Personel, kisisel veri ihlaline iliskin herhangi bir bilgi alir veya tespitte bulunur ya da bu konuda
suphe duymasini gerektirecek nitelikte bulgularla karsilasirsa, bu durumu 24 saatten ge¢ olmamak Uzere
en kisa siurede Saglik Bilgi Sistemleri Genel Mudirligune bildirir. Bildirim igin bir Gst maddede belirtilen
ihlal bildirim sistemi de kullanilabilir. Bildirimin ge¢ yapilmasi nedeniyle veri koruma mevzuatinda
ongorilen
72 saatlik sureye riayet edilememesi durumunda personelin idari sorumlulugu dogar.
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2.24 igbu sbzlesme iki niisha olarak imzalanir, bir niishasi Kurumun Personel Biriminde saklanir.
Diger nushasi ise personelin kendisine verilir.

2.25 Kurumda gorev yapan Personel, calisma suresi sona erdiginde ya da kurumdan iligigi
herhangi bir gerekgeyle kesildiginde, KLVZ-EK-02 Isten Ayrilma Formunu doldurur ve ilgili birim
sorumlusuna teslim eder.

3. YAPTIRIMLAR:

3.1 Yukarida sayilan kurallardan biri ya da birkaginin ihlalinin tespit edilmesi halinde, givenlik
ihlaline yol agcan personel hakkinda islem baslatilir.

3.2 Yapilan ihlalin ilgili kanunlar geredi su¢ ve ceza 6ngoéren bir fiil olmasi halinde, personel
hakkinda su¢ duyurusunda bulunulur.

3.3 Ayrica ihtiyag duyulmasi halinde, yapilan ihlalin 3.2 maddesinde belirtildigi sekilde su¢ olup
olmadigina bakilmaksizin idari bir tedbir olarak;

3.3.1 657 Sayili Devlet Memurlari Kanununa tabi olanlar igin ayni kanunun 125 maddesinde
sayilan hikimlere gore,

3.3.2 657 Sayih Devlet Memurlari Kanununun disinda kalan c¢alisanlar ile ilgili olarak
(danigsmanlar, firma personeli vb.) s6zlesmelerinde belirtilen 6zel hikiimlere gore, yoksa genel hikimlere
gOre idari islem tesis edilir.

Yukarida siralanan yiikiimliiliiklere uygun davranacagimi, bu yiikiimliiliikklerden bir veya
birkagina herhangi bir sekilde uygun davranmamam halinde, dogabilecek idari, mali, hukuki ve
cezai yaptinnmlarin uygulanabilecegini kabul ve beyan ederim.

PERSONEL BILGILERI ONAYLAYANLAR
TC Kimlik No
Adi ve Soyadi Birim Sorumlusu
Cep Telefonu
ikametgah Adresi Firma Sorumlusu (Firma

Personeli i¢in)

E-posta Adresi

Calistigi Firma & Kurum

Calistigi Proje & Birim

Baskan/Daire Baskani
Proje & Sozlesme Bitis
Tarihi

imza
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